**培训题目**

实用化隐私保护计算协议的设计

**内容摘要**

讲座介绍面向现实世界应用的同态加密、零知识证明和安全多方计算，并展示如何综合以上密码工具设计实用化的隐私保护计算协议。

Part 1: 零知识证明及其在隐私保护密码货币中的应用

* Sigma协议的通用构造范式VSS-in-the-Head
* 账户模型下隐私保护的密码货币的设计与实现

Part 2: 隐私集合运算协议的设计

* 隐私集合运算协议概览
* 隐私集合求并协议的设计
* 隐私集合运算统一构造框架的设计与实现
* 隐私集合运算的非平衡与多方扩展
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